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1
Decision/action requested

This contribution proposes to add the conclusion of KI #8.
2
References

3
Rationale

It is proposed to add the evaluation of solution #20 and the conclusion of KI #8. 
There are two solutions proposed for key issue #8, i.e. solution #15, Solution #20. 

For solution #15, it was proposed the Edge Enabler Server check whether the EAS is allowed to be authorized for the service capability re-exposure by the 5GC and the UE (EES capabilities and 3GPP Core Network capabilities) via the NEF. The authentication and authorization between the EES and the NEF reuses the mechanisms specified in clause 12 in TS 33.501, i.e the CAPIF mechanism.
For Solution #20, it was clearly proposed to reuse the CAPIF functional security model for authentication and authorization in EES capability exposure.

For simplicity, it is suggested to use the Solution #20 for the normative phase.
4
Detailed proposal

It is suggested to approve the following changes.
*************** Start of the 1st change ****************

6.20.3
Solution Evaluation

This solution fully addresses the security requirement for authentication and authorization in EES capability exposure in the key issue #8. This solution reuses the exsiting authentication and authorization in EES capability exposure based on CAPIF.
*************** End of the 1st change ****************

*************** Start of the 2nd change ****************

7.X
Conclusions for Key Issue #8
Solution #20 that was proposed to reuse the CAPIF functional security model for authentication and authorization in EES capability exposure, is endorsed for normative phase. 
*************** End of the 2nd change ****************

